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Abstract of the contribution: We add some simple evaluation text for the solution.
1. Introduction

This pseudo-CR applies to TR 33.899 [1], the study on security for 5G.
The document already includes Solution #7.1: “UE can request an update of temporary identifier”.  In this pCR we add evaluation text to the solution (and correct a cross-reference).
2. Text proposal
In line with the discussion presented in the previous clause it is proposed to introduce the following changes to [1]. 
~ ~ ~ Start of first text proposal ~ ~ ~
5.7.4.1
Solution #7.1: UE can request an update of temporary identifier

5.7.4.1.1
Introduction  

This solution addresses key issue #7.1.

5.7.4.1.2
Solution details  

Editors' note: more details are needed here

Signalling messages should be defined to allow a UE to request the visited network to update its temporary identifier (or identities).  It is too early to say exactly whether a new message type will need to be defined, or an existing message type adapted; and it is too early to say which node in the visited network will be the recipient of this message.  

Note that this is a request that the visited network may (and normally will) fulfil – not a demand that it must fulfil.  This means that the visited network retains ultimate control.

A possible, optional extension is that the UE drops the connection if the request is not fulfilled.

Note that this in no way reduces the network’s ability to refresh temporary identities whenever its policy requires.

5.7.4.1.3
Evaluation 

This solution partially addresses Key Issue #7.1.  The network should, in any case, update temporary identifiers "often enough".  But if that frequency is left to the individual network operator, as it has been in the past, then some operators may configure temporary identifiers to be updated very rarely.  This solution allows the UE to take at least some action to improve matters in such circumstances. 
If, in fact, a NextGen solution is adopted that ensures a suitably high frequency of refresh, then Solution #7.1 will add little value.
The solution is, necessarily, described only at a rather high level, because the detail depends on other choices about what sort of temporary identifiers are used and which network nodes are involved in assigning them.  Nevertheless, it seems very likely that this solution will be achievable and applicable, no matter what choices are made.
~ ~ ~ End of first text proposal ~ ~ ~
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